1. 파트 1: Amazon Virtual Private Cloud (Amazon VPC)
   1. VPC 검토
      1. AWS 클라우드에 호스팅 되는 가상 네트워크를 프로비저닝
      2. 다른 네트워크로부터 논리적으로 격리됨
      3. AWS 리소스가 VPC에서 시작
      4. 보안 통제의 몇 가지 계층 제공
   2. 특징
      1. VPC의 위치: 리전 안에 위치
         1. VPC는 단일 리전에 있음 (리전밖은 인터넷이라, 리전간 연결X)
         2. 여러 개의 VPC 사용 가능
      2. 서브넷
         1. VPC를 분할하는데 사용
         2. VPC를 여러 가용영역(AZ)로 확장하게 함.
         3. VPC는 가용영역을 나누는데 사용함
   3. VPC의 주소
      1. CIDR를 이용하여 IPv4의 주소범위를 지정
         1. VPC가 생성되고 난 후 주소범위는 변경될 수 없음
         2. 주소 범위는 /16 ~ /28까지
         3. 연결된 모든 네트워크의 주소는 중복 될 수 없음
   4. VPC의 구성요소
      1. 필수 구성 요소
         1. 서브넷
            1. 가용영역 내의 서브넷은 가용영역 안에 확장
            2. 퍼블릭, 프라이빗, VPN Only로 분류
            3. 기본 VPC는 리전 내의 모든 가용영역에 하나의 넷마스크 /20의 퍼블릭 서브넷을 가지고 있음
            4. 퍼블릭 서브넷: 퍼블릭+프라이빗 IP를 가지며, 외부와 연결되는 서브넷
            5. 프라이빗 서브넷: 프라이빗 IP만을 가지며, 내부로만 연결되는 서브넷
         2. 라우팅 테이블: 서브넷 외부로 나가는 트래픽을 통제하는데 사용
         3. DHCP 옵션 셋: TCP/IP 네트워크 상에서 호스트에 설정 정보를 전달
         4. 보안 그룹: 가상 상태 저장 방화벽
         5. network Access Control Lists(ACLs): 서브넷 엑세스를 통제, 상태 비저장
      2. 선택 구성 요소
2. 파트 2: Amazon VPC 보안 그룹